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1. **Abstract**: Cloud Computing has become a very famous and successful drill with the current evolution of technology. Its becoming an increasingly famous enterprise model, in which the computing resources are made obtainable to the user as they needed. Cloud computing is the on -demand delivery of compute power, database, storage, applications, and other IT resources via the internet with pay-as-you-go pricing. These resources run on server computers that are located in large data centers in different locations around the world. Here, we will be studying about Amazon Web Services (AWS), IBM, AZURE,which is one of the best cloud-service provider in the world. AWS,AZURE, is one of the most trusted and reliable sources of providing cloud-computing services. It provides a variety of services with a properly managed security as well. It is a secure cloud platform that offers a broad set of global cloud-based products. Because these products are delivered over the internet, you have on-demand access to the S3,compute, storage, network, database, and other IT resources that you might need **Keywords:** Amazon Web Services (AWS),&AZURE Cloud Computing, Reliability, Flexibility, Scalability, Compute, Database, Networ
2. **Introduction**
* Cloud computing is the on -demand delivery of compute power, database, storage, applications, and other IT resources via the internet with pay-as-you-go pricing. These resources run on server computers that are located in large data centers in different locations around the world. When you use a cloud service provider like AWS &AZURE that service provider owns the computers that you are using. These resources can be used together like building blocks to build solutions that help meet business goals and satisfy technology requirements.

**Table 1.**  AWS VS AZURE Features

|  |  |
| --- | --- |
| **Factors** | **Sub-Factors** |
| Pricing | Currencies, purchasing ways, the minimum billing cycle and pricing calculator. |
| Availability | Calculation uptime percentage and Error Rate. |
| Confidentiality | Confidentiality countermeasures. |
| Secrecy | Data in transit and data in rest. |
| Tier Account | Provided services, period of free tier and user’s data continuance. |
| SLA | SLA provided ratio of different services: Virtual Machine, Cloud Storage, DNS, CDN |

* Cloud Service Models:
* There are three main cloud service models. Each model represents a different part of the cloud computing stack and gives you a different level of control over your IT resources:
* Platform as a service (PaaS):

**Platform as a Service (PaaS) is a complete cloud environment that includes everything developers need to build, run, and manage applications—from servers and operating systems to all the networking, storage, middleware, tools, and more.**

Software as a service (SaaS):

SaaS is a licensing model in which access to software is provided on a subscription basis, where the software is located on external servers rather than on servers located in-house. Software as a Service is commonly accessed through a web browser, with users logging into the system using a username and password.

Infrastructure as a service (IaaS):

Infrastructure as a service (IaaS) provides compute, memory, storage, networking and related software, such as operating systems and databases, as a cloud service to replace traditional on-premises data center infrastructure.

**Table 2.** Cloud Computing Services

|  |  |  |
| --- | --- | --- |
| **SaaS** | **PaaS** | **IaaS** |
| CRM, Collaborative, Email, Communications, Games, Desktop, ERP. | Application deployment Database, Decision Support, WebServer, Development tool, Streaming. | Virtual Machine, Servers, storage, Load Balancer, Network,System Management, Technical. |

## Comparing AWS and azure

This paper makes a comparison between AWS and Azure platforms using six com- parison factors that we believe to be the most important based on the customers’ point of view. Table 2 summarizes these six factors and its sub-factors.

## Amazon wed service (AWS)

AWS is a cloud service platform that offers SaaS, PaaS and IaaS with highly relia- bility, scalability and low-cost infrastructure. AWS was officially launched in 2006 . Within 12 geographic Regions world-wide, AWS operates in 334Availability Zones. Data center locations are in U.S., Europe, Brazil, Singapore, Japan, and Australia. About 11 more Availability Zones and 5 regions are expected to come online during next year [8]. Elastic Compute Cloud (EC2) from Amazon, virtual private cloud (VPC), Rout 53 (a highly available and scalable cloud Domain Name System (DNS) web ser- vice), Relational Database Service (RDS), Elastic load balancer (ELB), Simple Storage Service (S3), Elastic Block Store (EBS), Glacier, Simple Queue Service (SQS)/ Auto Scale, Security Group and Cloudfront are some of the services provided by AWS .

## Microsoft azure

Azure is a popular cloud service platform and infrastructure; it offers SaaS, PaaS and IaaS with highly reliability, scalability and low-cost infrastructure. Azure was first launched in 2008. It is available in 140 countries, including China, and supports 10 languages, 24 currencies, and the data centers available in 28 regions . Some of services that Azure offering to customers are Virtual Machine, Virtual Network, Win- dows Azure Name Resolution, Structure Query Language (SQL) Database, Traffic Manager, Storage, Scheduler, EndPoint and Content Delivery Network (CDN) .

# 3 Methodology

Our research focuses on customers’ point of view and the main functional require- ments for them to go to cloud. We proposed a comparison model (see Fig. 1) with six factors to compare between two cloud platforms leaders: Amazon Web Service (AWS) and Microsoft Azure.

The six comparison factors: Pricing (currency, purchasing options, purchasing styles, the minimum billing cycle and available calculators), Free Tier, SLA, Availabil- ity, Confidentiality and Secrecy.

It is worth mentioning that neither we were able to find in literature a previous com- parison between Azure and AWS that grouped the comparisons factors the same way we did; nor we were able to see comparison with the same details we presented. Fig.1 shows how these factors are grouped to go through the comparison process between Azure and AWS.

Notice that we added the word security to all security related factors (Availability, Confidentiality, and Secrecy). This addition aims at making the comparison process easier as willbedescribedinsection .



4 Cloud Deployment Models:

 The three main types of cloud deployment models are private, public, or hybrid. Selecting your desired model depends on your specific requirements.

Cloud:

A cloud-based application is fully deployed in the cloud, and all parts of the application run in the cloud. Applications in the cloud have either been created in the cloud or have been migrated from an existing infrastructure to take advantage of the benefits of cloud computing. Cloud-based applications can be built on low-level infrastructure pieces or they can use higher- level services that provide abstraction from the management, architecting, and scaling requirements of core infrastructure.

 Hybrid:

 A hybrid deployment is a way to connect infrastructure and applications between cloud-based resources and existing resources that are not located in the cloud. The most common method of hybrid deployment is between the cloud and existing on-premises infrastructure. This model enables an organization to extend and grow their infrastructure into the cloud while connecting cloud resources to internal syste

On-premises:

Deploying resources on-premises, using virtualization and resource management tools, is sometimes called private cloud. While on-premises deployment does not provide many of the benefits of cloud computing, it is sometimes sought for its ability to provide dedicated resources. In most cases, this deployment model is the same as legacy IT infrastructure, but it might also use application management and virtualization technologies to increase resource utilization.

**Table 3.** Some free services provided by AWS

|  |  |
| --- | --- |
| **AWS services** | **Usage Limit** |
| Amazon EC2 | 1. 750 hours per month of Linux, RHEL, or SLES t2.micro instance usage,
2. 750 hours per month of Windows t2.micro instance usage,
3. Expires 12 months after sign-up.
 |
| Amazon S3 | (1) 5 GB of Standard Storage, (2) 20,000 Get Requests,(3) 2,000 Put Requests, (4) Expires 12 months after sign-up. |
| Amazon RDS | 1. 750 Hours of Amazon RDS Single-AZ db.t2.micro Instance usage,
2. 20 GB of DB Storage: any combination of General Purpose (SSD) or Magnetic,
3. 20 GB for Backups (with RDS Magnetic storage; I/Os on General Purpose [SSD] are not separately billed), (4) 10,000,000 I/Os, (5) Expires 12 months after sign-up.
 |
| AWS IoT | 1. 250,000 Messages (published or delivered) per month,
2. Expires 12 months after sign-up.
 |
| Amazon EC2 Container Registry | * 500 MB-month of Storage.
* Expires 12 months after sign-up.
 |
| Amazon Mobile Analytics | 1. 100 Million free events per month,
2. Does not expire at the end of your 12-month AWS Free Tier term.
 |

 **Table 4.** Some free Services provided by Azure

|  |  |
| --- | --- |
| **Azure services** | **Usage Limit** |
| App Service | Quickly build and host up to 10 web and mobile apps on any platform or device. |
| Virtual Network | Up to 50 free virtual networks. |
| Azure Active Directory | Get support for up to 500,000 directory objects and single sign-on for up to 10 apps per user. |
| Visual Studio Team Service | Free for up to 5 users. |
| Azure IoT Hub | Get up to 3,000 free messages per day allowing you to monitor and control up to 10 of your Internet of Things (IoT) devices |
| Scheduler | Get up to 3,600 job executions per month. |

5 Literature Survey

1. Literature Survey

Its been a sufficient time since cloud-computing was introduced and now, many service-providers are providing cloud services. However, problems still persist while using cloud-computing services in IT sector. Many people were not sure about its trustability since all the data of companies remain online on the cloud and anyone from anywhere can easily access that data, even leading to much damage. Before AWS & AZURE was introduced, some issues with cloud computing were:

* 1. Privacy Concern
	2. Compliance
	3. Security Concern
	4. Sustainability
	5. Higher Cost
	6. Lacking reliability in providing services

6 CHALLENGES IN CLOUD-COMPUTING

1. Its too difficult to manage the large chunk of data that arrives from multiple sources to operate your business. The pain point here lies not only in management but also in identification of efficient infrastructure that will sort data and store accordingly.
2. Organizations have to pay even if they are not using cloud-computing services, even though cloud-computing is affordable.
3. The transfer of data from one system to another possesses serious risks, if not monitored and handled properly. Even if a technology is identified, it is still prone to hacking.
4. Assiduous supervision of passwords also plays a key role in cloud security. But, many people aware of your password will be easily able to access it and can retrieve your inform

7 CONCLUSION

Cloud computing is now being used in many fields; including mobile teaching re- source push [36], to becoming a development environment in teaching [37], and as a new multiple criteria for decision making [39]. Microsoft Azure and Amazon Web Ser- vice (AWS) are two important leaders in providing cloud-computing services. The close similarity between the services functions for these infrastructures and the deeply services’ details leads to complex comparison process and hard preference decision.

The study revealed that both platforms have some similarities and differences that make it difficult to favor one over the other based on some factors. The study showed that Azure is more appropriate than AWS in terms of pricing as the minimum billing cycle used is minutes rather than hours as used in AWS. In addition, the way the pur- chasing option is computed in Azure is very suitable for organizations that already have on-premises Windows server license to save costs and get discount up to 60%. Simi- larly, Azure Hybrid purchasing options are suitable for the customers that have existing Windows server license with Software Assurance to move to cloud and pay only for the base computing rate and deploy hybrid cloud with cost-effective price. We also believe that the “Error Rate” calculation in Azure is better than that in AWS at the availability factor. This is due to the fact that the time interval in Azure (one hour) during which transactions are stored is longer than which is used in AWS (5 minutes). Furthermore, the longer the time interval will give more accurate ratio about number of (potential) errors. However, with regard to the free tier factor, it seems that AWS is better that Azure. AWS provides 1-month free trial period whereas Azure provides one month. Furthermore, AWS preserves the users’ data even if the uses do not plan to subscribe with its subscription. Both platforms are similar regarding SLA and the secu- rity factors.

As for the future, we plan to explore the actual effects of years of experience on pricing, and gender and position on secrecy.
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