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**Abstract**

The Internet of Things (IoT) is the combination of a network of physical devices, vehicles, home appliances, and healthcare & agriculture equipments. It is also used to connect other gadgets, which are embedded with sensors, actuators and Bluetooth. The all connected devices are allowed to exchange data and perform automated tasks without human intervention. Another aspect of technology is, Green IoT (Internet of Things) refers to the application of IoT technology to promote sustainability and eco-friendliness in various industries. The latest development in Green IoT is the growing concentrate on using Internet of Things devices and systems to reduce carbon emissions, minimize waste and promote energy efficiency. This paper discusses Internet of Things and Green Internet of Things structural design and current emerging utility domains such as Healthcare & Agriculture. Certainly, it would help the research scholar to understand the latest trends of technology in healthcare and agriculture and its utility to the global world.
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**Introduction:**

Internet of Things (IoT) is flourishing up-coming conception, which main objective to connect millions of devices with each other [1]. The Internet of Things devices sensors are receive, accumulate, and spread important information from their surrounds. Internet of thing is thing that can communicate to each other without human involvement. The IoT communicates directly to each other can save the communication energy with user [2]. The world is becoming “Smart” with the rapid development of science and technology [3]. Living in such a smart world people will be mechanically and collaboratively served by the smart devices (e.g., watches, mobile phones, computers), smart transportation (e.g., cars, buses, metro), smart environments (e.g., homes, offices, schools, factories) [4, 43].

Internet of Things is a new model that has changed the traditional way of living into a high tech life style. Due to Internet of Things transformations like smart world, smart city, stylish homes, and toxic waste control, power saving, smart transport, smart industries can be possible [5]. There is group of essential research studies and important investigation has continuous in order to improve the technology through Internet of Things [6].



Figure 1: Internet of Things [39]

The IoT is transforming industries such as manufacturing, healthcare, agriculture and transportation by providing instantaneous data and insights, enabling predictive protection and optimizing operations [7]. In healthcare, IoT devices are being used to monitor patient health remotely, improving patient outcomes and reducing healthcare costs. In manufacturing, IoT sensors are being used to monitor equipment performance, reducing time dependency and increasing efficiency [7].

Another important aspect of IoT devices is being used in Agriculture. Crop growing is a main sector which plays important role in the Indian economy [8]. It is the backbone of our country8.70% of the Indian population depends on agriculture for food and money. In agriculture, an IoT device is being used to improve the crop production, regulate the irrigation efficiency and enhances the earnings of farmers [9]. The smart agriculture requires the integration of many of the heterogeneous objects such as the humidity sensors, wearable sensing devices, temperature sensors, mobile phones, communication technologies, etc. that offer specific services to make it successful The Internet of Things a based device is being used in smart crop monitoring systems can help to increase the yield of farming [10].

IoT sensors can monitor various environmental parameters like temperature, humidity, moisture, soil nutrient content, and sunlight, which affect crop growth [11].Farmers can make better-informed decisions by accurately tracking these parameters, on crop management practices and optimize crop growth [12].

IoT-based irrigation systems can monitor soil moisture content, weather forecasts, and crop water requirements to optimize irrigation time schedule. This ensures that crops get the appropriate quantity of water, reducing water waste and improving crop health [13]. IoT sensors can collect data on growth of crop, weather conditions, and quality of soil, which can be used to predict crop yields completely [14]. This helps farmers to easily arrange the harvest and maximum use of their resources according to requirement [15]. IoT-based crop monitoring systems can be remotely monitored and controlled, allowing farmers to manage their crops from anywhere. This technology enabling farmers to save time and reduce labor costs and to focus on other aspects of their business. Farmers can make more informed decisions about crop management practices by providing real-time insights into crop health and growth rates for higher yields. Farmers can optimize the use of water fertilizer by using precision farming practices and other resources, reducing waste and improving efficiency [16].

These devices are often equipped with sensors that collect data, such as temperature, humidity, and location, and transmit this data to other devices or cloud-based systems [17]. IoT devices can be controlled remotely and can also interact with other devices and systems, making them an integral part of the emerging "smart" ecosystem [18].

A great transformation can be observed in our daily routine life along with the increasing involvement of IoT devices and technology [19]. One such development of IoT is the concept of Smart Home Systems (SHS) and appliances that consist of internet-based devices, automation system for homes and reliable energy management system [19]. Besides, another important achievement of IoT is Smart Health Sensing system (SHSS). SHSS incorporates small intelligent equipment and devices to support the health of the human being [20]. These devices can be used both indoors and outdoors to check and monitor the different health issues and fitness level or the amount of calories burned in the fitness center etc[20]. Also, it is being used to monitor the critical health conditions in the hospitals and trauma centers as well. Hence, it has changed the entire scenario of the medical domain by facilitating it with high technology and smart devices [21]. Moreover, IoT developers and researchers are actively involved to uplift the life style of the disabled and senior age group people. IoT has shown a drastic performance in this area and has provided a new direction for the normal life of such people [22]. As these devices and equipment are very cost effective in terms of development cost and easily available within a normal price range, hence most of the people are availing them [23]. Therefore, IoT based framework is able to solve this problem and can provide high accuracy in analysis and prediction. IoT devices and sensors with the help of internet can assist health monitoring of patients. They also proposed a framework and protocol to achieve their objective [24].

**IoT Architecture and Technologies:**

The IoT architecture consists of five important layers that define all the functionalities of IoT systems.IoT offers a framework for interconnecting devices to permit the communication seamlessly. Most of the IoT applications are highly focused on the middleware layer of IoT structural design for information processing [28,43].



Figure 2: Five-layered IoT Architecture [40]

The five-layered IoT architecture is shown in Fig.2 which includes perception, network, middleware, application, and business layer [28].

**1. Perception layer:** The perception layer also known as device layer consists of different physical objects and sensor devices. The sensor devices can be the 2D barcode, RFID, or infrared sensor depends on object identification method. Such sensor device in this layer identifies the object, senses the environment, and collects information about the identified object [29].

**2. Network layer:** The network layer is also called as “transmission layer.” The main functionality of this layer is to interconnect different network devices, IoT architecture smart objects, and servers. It transmits and processes the data which is gathered already from sensor devices. The transmission medium can be either wired or wireless, and the technology can be infrared, Wi-Fi, Bluetooth, ZigBee, 3G, etc. Further, the information is transmitted to the processing layer [30-31].

**3. Middleware layer:** It is the also called as “processing layer.” The middleware layer stores, analyzes, and processes a large amount of data which is received from the network layer. The responsibility of this layer also lies in the service management and sustaining the connection with the database. It may be interlinked with various technologies like big data, cloud computing, and databases for processing the huge volume of information [32].

**4. Application layer:** The main responsibility of the application layer is to deliver application-oriented services to the IoT end users. This layer directly communicates with the end-user application with its application layer protocols [33].

**5. Business layer:** Finally, the business layer has a control over the entire IoT system including business models, user’s privacy, and applications. Based on the information received from the previous layer, it deals with the formation of different business models, graphs, flowcharts [34].

Moreover, for IoT technology the real achievement lies in well-constructed business models. After analyzing data, the business layer helps in decision making about upcoming activities and business strategies [35].

**Green Internet of Things:**

Green IoT can be applied to various industries, including transportation, energy, and manufacturing. Green IoT can also be applied to agriculture and healthcare. In agriculture, Green IoT can be used to optimize crop production, reduce water usage, and minimize the use of harmful chemicals, promoting sustainable and eco-friendly farming practices [35]. In healthcare, Green IoT can be used to promote healthier living environments, reduce waste, and improve patient outcomes. Overall, the latest development in Green IoT is an increasing focus on using IoT technology to promote sustainability and decrease environmental impact in various industries [36]. By promoting energy efficiency, reducing waste, and minimizing carbon emissions, Green IoT has the potential to help create a more sustainable and eco-friendly upcoming opportunity [37].



Figure 3: Green IoT [41]

**Green IoT Architecture:**

Green IoT focuses on the three main concepts, namely design, leverage, and enabling technologies. In the design phase, the technologies such as energy-efficient devices, network architectures, communication protocols, and interconnection are considered [36]. In the leveraging phase, it refers to how to enhance the energy efficiency and minimize carbon emissions. By enabling green ICT technologies, Green IoT preserves natural resources by reducing hazardous emissions, energy, pollution, and resource consumption [37]. Hence, Green IoT focuses on green design, green construction, green operation and maintenance, and green disposal. To effectively notify the environmental impact of IoT, a holistic approach that addresses all issues must be formulated. In general, with the moving pace of technology and adaptation to the latest improvements in the field of ICT, the number of connected devices increases gradually. Nevertheless, energy consumption needs to be reduced for the reliability of Green IoT. By focusing on the above principles, total environmental sustainability can be achieved. Figure 4 shows the lifecycle of Green IoT, which has four phases green design, green construction, green operation and Application of IoT in Green Computing [38].

1. Green design: Component design should focus on the use of environment-friendly materials to be implemented in design. Hardware and software characteristics of the key components of an IoT system such as RFIDS, devices, sensors, and actuators that are the key role players of an IoT system should be designed to minimize resource utilization and produce less heat without reducing the performance. Hardware components could be reduced in size while the software characteristics ensure environment sustainability.
2. Green production: IoT devices and sensors that are manufactured should be environment-friendly and the components must be made of biodegradable materials. As the number of devices grows rapidly, the construction sector ensures the compliance of green products. Standards and policies have to be framed for assessing the durability and quality of the components. All manufacturing firms should use only biodegradable materials and follow the efficient design.
3. Green utilization: Energy consumption of all devices should be reduced. Devices can be programmed to automatically power down, when they are not being used. Moreover, power saving mode can be established as the default mode must be enabled to reduce the emission of greenhouse gases. Utilization of IoT components can be significantly enhanced by making simple changes in the way it is used. Sensors can work on the principle of “awake and sleep” to prolong its lifetime. Moreover, energy consumption of the devices has to be reduced to minimize the impact of hazardous gases in the environment. The energy cost savings as per component may not seem much, whereas the cost of collective components within an enterprise would not be considered in determining the cost [30].
4. Green disposal: Recycling is the method of applying some technology to the existing devices or materials in order to remake the same device or some other devices. Old devices and equipment should be recycled and refurbished to reduce the amount of electronic wastes. In China, the rate of recycling of mobile phones is very less, since most of the devices are reused in the secondhand market which does not affect the environment. Around 15% of mobile phones are recycled in industrialized countries. Green recycling refers to the use of recyclable materials in the manufacture of IoT devices [35]. For instance, let us consider a mobile phone which is a commonly used device, and it contains copper, plastic, and some non-biodegradable elements.



Figure 4: Green IoT Architecture [42]

Comparison Table 1

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Focus Technology**  | **Type**  | **Energy Saving Mechanism**  | **Practical**  | **Trade Offs**  |
| Data Centre[10] | Software Based | Context Aware Allocation of Servers | Practical | Extra Resources for QoS. |
| Sensors[22] | Software Based | Selective Sensing Highly | Practical | Practical Privacy, Energy Overheads for Context Aware Sensing |
| Sensors [19] | Software Based | Sleep Scheduling  | Highly Practical  | Extra Resources for QoS |
|  Data Centre[16] | Software Based | Workload Distribution Among Geographically Dispersed DCs | Not Practical | Too Much Complexity |
| Smart Buildings[20] | Policy Based |  Policies and Strategies to Minimize Energy Consumption.  | HighlyPractical  | User Dependency (User needs to participate actively for efficient policies. |
| Processor[5] | Hardware Based | Assigning Different Tasks to Different cores by scheduling | Practical | High cost and complexity for large scale Network. |
| Sensors [25] | Software Based | Compressed Sensing | Practical | Quality of Service . |
| Cloud [26] Computing | Software Based | Reducing Data Path | Practical | Quality of service might fall. |
| RFID [14] | Hardware Based | Use of Passive Sensors | Practical | Communication Delays |
| Integrated Circuits[17] | Hardware Based | Reducing Network Traffic using Sensor on Chip. | Practical | High Cost |
| Mobile Phones/ Sensors [31] | Recycling Based | Recycling the unused elements to make them productive again. | Highly Practical | Chance of wastage of recyclable material. |
| Virtualization[6] | Software Based | Separating Network and IoT Devies using MILP | Practical | Performance issues in Large scale Network. |
| Smart Phones[38] | Software Based | Prediction of energy consumption for different application of smart phones | Practical | Privacy and Security of Data. |

**Conclusion**

As per the survey conducted in Australia, it is found that 23 million mobile phones are no longer usable. Moreover, 90% of materials used in the manufacture of mobile phones are recyclable. The need for recycling increases and automatically reduces the energy consumption and the effect of greenhouse gases34. Electric and Electronic Equipment (EEE) recently introduced the recovery and collection of metals that come under EEE-type. Furthermore, the use of solar energy for charging has been proposed by authors in that around 20% of the consumed energy is reduced.
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